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**1. Kali Linux**

Kali Linux maintained and funded by Offensive Security Ltd. is one of the well-known and favorite ethical hacking operating systems used by hackers and security professionals. Kali is a Debian-derived Linux distribution designed for Real hackers or digital forensics and penetration testing. It was developed by Mati Aharoni and Devon Kearns of Offensive Security through the rewrite of BackTrack, their previous forensics Linux distribution based on Ubuntu.

Apart from desktop support, Kali Linux also has a dedicated project set-aside for compatibility and porting to specific Android devices, called **Kali Linux NetHunter**. When comes to security tools, this top ethical hacking operating system is equipped with 600+ preinstalled pen testing tools and they are frequently updated and are ofered for different platforms like ARM and VMware. Now Kali Linux is based on a rolling release model.

**2. BackBox**

BackBox is an Ubuntu-based penetration testing Linux distribution. It provides penetration test and security assessment oriented providing a network and informatics systems analysis toolkit along with a complete set of other tools required for ethical hacking and security testing. It includes some of the most used security and analysis Linux tools to help out security experts from stress tests to sniffing including vulnerability assessment, computer forensic analysis, and exploitation.

**3. Parrot Security OS**

Parrot Security OS (or ParrotSec) is a GNU/LINUX distribution based on Debian. This Linux distribution for hackers is built in order to perform penetration testing, vulnerability assessment and mitigation, computer forensics and anonymous surfing & **it kinda supports application development.** It has been developed by Frozenbox’s Team. Parrot is cloud-friendly Linux distribution and unlike other ethical hacking operating systems, Parrot OS is a lightweight Linux distribution

**4. Live Hacking OS**

Live Hacking OS is a Linux distribution packed with tools and utilities for ethical hacking, penetration testing and countermeasure verification. It includes GNOME inbuilt. There is a second

variation available that has command line only, and it requires very fewer hardware requirements

**5. Bugtraq-II**

Bugtraq-II is a GNU/Linux distribution focused on digital forensics, penetration testing, malware laboratories, and GSM forensics. Bugtraq-II is available in 11 languages with more than 500 ethical security hacking tools installed and con gured. Depending on your desktop environment, the features vary. The minimum requirements are based on XFCE and KDE, this ethical hacking os needs 1GHz x86 processor & 512 MB of system memory 15 GB of disk space for installation.

**6. BlackArch Linux**

BlackArch Linux -an Arch Linux-based ethical hacking operating system for penetration testers and security researchers. The new version also has a total of 1400 penetration testing tools with the old ones updated and the new ones added, making it a must-have download for hackers and security researchers.